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N. B.: (1) Allquestions are compulsorv.
(2) Make suitable assumptions wherever n

(3) Answers to the same question must be
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(4) Numbers to the rieht indicate marks.
(5) Draw neat labeled diagrams
(6) Use of Non-programmable ca

tech

A.ssuming the values as n=

Attempt onv two of the

Explain cipher feedbac

Explain DES algorith

How subkey is ge

Explain the wo
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1. Attempt anv two of the following:

a. Explain different principles of security

b. List and explain different types of

List different transposition

A and B want to establish a
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6. Attempt any turo of the following:

a. What is authentication token? Explain how it works. Also list
authentication token.
What is the use of smart cards? Write down the problems

smart card technology.
c. Write a short note on Kerberos.

d. Write a short note on one-way authentication.
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Attempt ony three of the following:

List and explain different types of attacks.

Explain how subkey is generated in

Write down difference between MD5

List different public key

What is electronic money?
i. Tracking of money

ii. lnvolvement of the
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